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SUPPLIER DATA PRIVACY NOTICE 
1. INTRODUCTION 
1.1. At STARK Group we take privacy seriously and we are committed to protecting your personal data. 

1.2. In our commitment to protecting your privacy, we aim to comply at all times with the retained EU 
(European Union) law version of the General Data Protection Regulation (EU 2016/679) (“UK 
GDPR”), the General Data Protection Regulation (EU 2016/67) GDPR and all relevant and applicable 
data protection laws. 

1.3. This privacy notice is addressed to the following (and referred to as “you”, “your”): 

1.3.1. our suppliers and service providers who are natural persons (such as self-employed 
persons) 

1.3.2. the representatives or contact persons of our suppliers and service providers who are 
legal entities; and 

1.3.3. any other visitors to our facilities acting on behalf of our suppliers and service providers. 

1.4. This privacy notice is designed to provide information on how each of the STARK Group companies 
in the UK (each a “Company” and referred to as “we”, “us”, “our”) processes personal data about 
you. A list of each of the STARK Group companies represented by this privacy notice are set out in 
Schedule 1.  

1.5. For the purposes of data protection, the Company to whom you supply goods and services is the 
data controller of your personal data. As a “data controller”, that Company is responsible for deciding 
how personal data about you is processed.  

1.6. This privacy notice may be amended from time to time to reflect any changes in the way in which we 
process your personal data. Please check this page occasionally to ensure that you are happy with 
any changes.  

1.7. This privacy notice was last updated on 1st March 2023.  
 

2. THE INFORMATION WE HOLD ABOUT YOU  
2.1. The information we hold about you may be provided by you or by our supplier or service provider or 

their representatives (i.e. your employer and colleagues).  

2.2. We may process various types of personal data about you, including: 

2.2.1. identification information (such as name, gender, vehicle registration number, copy of 
identification documents) 

2.2.2. contact information (such as email address, telephone number, postal address) 

2.2.3. your role (such as job title, areas of responsibility, name of employer) 

2.2.4. images (such as photographs, CCTV or vehicle camera footage, video call recordings) 

2.2.5. for individuals acting as a supplier or service provider, financial information (such as 
bank account details)  

2.2.6. accreditation to industry standards or membership of trade associations (such as 
certificates or membership number)  

2.2.7. personal data which is available in the public domain (such as employment history, 
directorships) 

2.2.8. motoring offences and data from tracking devices and navigation systems when you 
drive our vehicles  

2.2.9. any other personal data you choose to share with us (such as dietary requirements).  
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3. HOW WE USE YOUR PERSONAL DATA 
3.1. We process personal data about you which is relevant to our procuring goods and/or services from 

you. 

3.2. We rely on a variety of different lawful bases for processing your personal data, as set out below. In 
some cases, more than one legal basis may apply. 

3.2.1. to comply with our legal obligations; for example: 

3.2.1.1. identity or verification checks 

3.2.1.2. complying with law enforcement or regulatory officials 

3.2.1.3. information relating to legal claims made by you or against you  

3.2.1.4. information relating to the occurrence, investigation or prevention of fraud or other 
illegal activities 

3.2.1.5. information relating to the occurrence, investigation or prevention of an accident.  
 

3.2.2. to perform the contract between us and you and to take steps before entering into the contract; 
for example: 

3.2.2.1. opening your supplier account and the ongoing management of it 

3.2.2.2. to make payment for goods/services procured from you 

3.2.2.3. making enquiries about the goods and services and placing orders 

3.2.2.4. receiving delivery of goods from you 

3.2.2.5. making complaints or warranty claims. 
 

3.2.3. to pursue our legitimate interest; for example: 

3.2.3.1. to correspond or communicate with you, including audio or video call recordings 

3.2.3.2. providing feedback about the procurement of goods and services from you 

3.2.3.3. references  

3.2.3.4. to comply with our environment, health and safety procedures 

3.2.3.5. to protect our properties, vehicles and assets  

3.2.3.6. information relating to the occurrence, investigation, detection or prevention of fraud 
and other criminal activities 

3.2.3.7. to accommodate your needs when organising events to which you are invited. 
 

3.2.4. where you have consented for us to do so; for example: 

3.2.4.1. special category data in order for us to meet your specific requirements. 
 

3.3. We may process Special Category data when this has been provided by you in order for us to meet 
your specific requirements or when establishing, defending or exercising a legal claim in a court of 
law. 

 

4. DATA SHARING 

4.1. We will share your personal information with third parties where required by law, where it is necessary 
to administer the contractual relationship or where we have a legitimate interest in doing so. 

4.2. Third parties may include other STARK Group entities, service providers, fraud prevention agencies, 
regulatory bodies, payment processors, insurers, logistics providers, IT service providers, auditors, 
legal representatives and other professional advisors.   
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4.3. When we disclose your data to third parties, we only disclose the data necessary for them to provide 
their service and where we are sure they have adequate policies/procedures in relation to data 
protection. We have contracts in place with these third parties to ensure your data is secure and not 
used for purposes outside our specific instructions. 

4.4. Wherever data is transferred or made available outside of the EEA, we undertake due diligence on 
the entity accessing or receiving your data to ensure they have put in place appropriate technical 
and organisational measures to protect and secure your data. We also put in place contractual 
safeguards in accordance with our obligations under the relevant data protection legislation (see 
1.2). These contractual safeguards limit their ability to use your personal information so it can be 
used solely to provide services to us and/or to you and not otherwise. 

 

5. DATA SECURITY & RETENTION 

5.1. We take appropriate technical and organisational security measures and have rules and procedures 
in place to guard against unauthorised access, improper use, alteration, disclosure, destruction and 
accidental loss of your personal data. 

5.2. We limit access to your personal data to those who have a business need to know and they will only 
process your personal data on our instructions and subject to a duty of confidentiality. 

5.3. We have put in place procedures to deal with any actual or suspected data security breach and will 
notify you and the applicable supervisory authority where we are legally required to do so. 

5.4. We keep your personal information for no longer than necessary for the purposes for which the 
personal information is processed. The length of time we retain personal information will depend on 
the purposes for which we collect and use it, or as required to comply with applicable laws, or to 
establish, exercise or defend our legal rights. 
 

6. YOUR RIGHTS 

You have certain rights in relation to your personal information. There is normally no charge for 
exercising these rights.  If you would like further information in relation to these rights, or would like 
to exercise any of them, please contact us by email at dataprotection@sgbd.co.uk at any time. In 
relation to certain rights, we may ask you for information to confirm your identity and, where 
applicable, to help us to search for your personal information. Except in rare cases, we will respond 
to you within one month from receiving your request.  

 
Subject to any exceptions, your rights include:  

 
6.1. Access your personal information 

You have the right to ask for a copy of the information we hold about you by emailing us at the 
address at the end of this privacy notice.  We may not provide you with a copy of your personal 
information if this concerns other individuals or we have another lawful reason to withhold such 
information. 

6.2. Correct, modify and update your personal information 
The accuracy of your information is important to us so please let us know of any changes to the 
information you have provided to us. In the first instance, please contact our Payment Centres who 
may require further information from you in order to process your request.  

6.3. Erase your personal information or restrict its processing 
In certain circumstances, you may ask for your personal information to be removed from our systems. 
Unless there is a reason the law allows us to use your personal information for longer, we will make 
reasonable efforts to comply with your request. 

You may also ask us to restrict processing your personal information where you believe it is unlawful 
for us to do so, you have objected to its use and our investigation is pending or you require us to 
keep it in connection with legal proceedings.  In these situations, we may only process your personal 
information whilst its processing is restricted if we have your consent or are legally permitted to do 
so, for example for storage purposes, to protect the rights of another individual or company or in 
connection with legal proceedings.   

mailto:dataprotection@sgbd.co.uk
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6.4. Withdraw your consent 
 
Where you have given your consent to our processing of your personal data you may at any time 
withdraw your consent. Unless we have another legal basis to process your personal data (such as 
compliance with a legal obligation) we will cease any processing of your personal data following 
receipt of your notice of withdrawal of consent. 
 

6.5. Object to our use of your personal information 
Where we rely on our legitimate business interests as the legal basis for processing your personal 
information for any purpose(s) set out above or at the time your data is collected, you may object to 
us using your personal information for these purposes. Except for the purposes for which we are 
sure we can continue to process your personal information, we will temporarily stop processing your 
personal information in line with your objection until we have investigated the matter. If we agree 
your objection is justified in accordance with your rights under data protection laws, we will 
permanently stop using your data for those purposes. Otherwise we will provide you with our 
justification as to why we need to continue using your data.  

You may object to us using your personal information for direct marketing purposes and we will 
automatically comply with your request.  

6.6. Lodge a Complaint with the competent supervisory authority and seeking a judicial remedy 
If you are concerned about the way we have processed or collected your personal information you 
have the right to complain to the relevant supervisory authority.  

 

7. CONTACT US  
7.1. Please direct any queries about this privacy notice or about the way we process your personal 

information to dataprotection@sgbd.co.uk.   
 

 

 

SCHEDULE 1 

 

Company Trading Name 

STARK Building Materials UK Limited Benchmark Building Supplies 

Blackpool Power Tools 

Build Aviator 

Chadwicks 

George Boyd 

Gibbs & Dandy 

International Timber 

Jewson  

Jewson Civils Frazer 

Jewson Partnership Solutions 

Jewson Tool Hire 

JP Corry 

Matthew Charlton 

Minster 

Roger W Jones 

Norman Limited  Normans 

mailto:dataprotection@sgbd.co.uk

